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WESTERMO-21-05: Security Advisory 
CRITICAL / HIGH / MEDIUM / LOW / INFORMATIONAL 2021-12-20 

Security Vulnerability CVE-2021-44228 – Log4J 
 

List of CVEs 

• CVE-2021-44228 – Apache Log4J remote code execution 

Description 

This advisory is for informational purpose only. No Westermo products from the BRD/MRD-series are 

affected by this vulnerability. 

See the reference section for more details regarding the vulnerability. 

Affected versions 

No versions of software for the BRD/MRD-series are affected. 

References 

https://nvd.nist.gov/vuln/detail/CVE-2021-44228 
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